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CAE at NSU

• First designated as a CAE in March 2005
• Amongst the first in Florida
• Re-designated in 2009, and most recently in 

2014 as a CAE-CD
• Located in NSU’s main campus in Davie/Fort 

Lauderdale, FL
• Website: https://infosec.nova.edu/

https://infosec.nova.edu/


Promotion of cybersecurity competitions 

• National
• Regional 
• Local
• Program 



National Competitions

• DEF CON
• NYU-CSAW (Cyber Security Awareness Week)
• US Cyber Challenge: Cyber Quests
• National Cyber League
• Facebook Capture the Flag Competition
• Department of Energy CyberForce Competition



Regional/Local

• Regional
• Southeast CPTC

• Local
• Hackathon
• Hack NSU
• Cybersecurity month
• Competitions built on curriculum



Support from the 
government



Support from 
the industry



SF high-tech 
companies



• South Florida Tech Gateway –Miami, Fort 
Lauderdale, West Palm Beach
• https://www.techgateway.org/
• Increasing number of start-ups
• Increasing demand on Cybersecurity 

talents

https://www.techgateway.org/


Faculty 
support

• 7 full-time faculty 
members in 
cybersecurity
• Faculty members 

from other disciplines
• Adjunct faculty 

members



Competitions on the center’s website

• https://infosec.nova.edu/
competitions/
• Regular updates of 

competition information

https://infosec.nova.edu/competitions/


Designated POC

• Designated coordinator 
of cybersecurity 
competitions: Dr. Wei Li
• Reviewing process of 

events we promote



Program-/Course-Level promotions
• 5 masters programs in College of Computing and Engineering
• Promotion mainly focused on two cybersecurity programs

• M.S. in Cybersecurity Management
• M.S. in Information Assurance & Cybersecurity
• Students earn extra credits

• E.g., ISEC 615: Fundamentals of Cybersecurity, ISEC 765: Managing Risk in Secure System, ISEC 
665: Advanced Network Security

• Format
• Student extra credits
• Students participate in certification tests – e.g., CompTIA Security+, CISSP, etc.
• Working on competitions as an option for course projects

• E.g., Capstone courses



Recent outcomes
• Students
• Attending national competitions
• Campus-wide competitions
• Positive feedback from students

• Better understanding on course materials
• More hands-on practice
• Career advancement

• Collaboration with other programs/colleges in NSU
• Collaboration with certification & training organizations
• Promotion of CAEs and the university
• Enrollment



2019 US Cyber Challenge (USCC)

• 8 students participated
• Scored 31 ~ 96
• Attend the bootcamp
• Prepared for national CTF



2019 US Cyber Challenge (USCC)
Eastern Regional Cyber Security Boot Camp @ Virginia Tech, Blacksburg, VA June 10-14, 2019



Hackathons 
101



Hack NSU



Program-/Course-Level promotions - future 
steps
• Extend promotion to other courses
• E.g., ISEC 695: Information Security Management Project, ISEC 650: Computer 

and Network Forensics, etc.

• Extend the promotion to other programs
• E.g., CISC 650: Computer Networks



More on future steps … 
• More faculty involvement
• Better engagement of students
• Collaboration with local industry and government
• Collaboration with other universities/institutions
• Support from the College and University
• IT technical support
• Funding

• Your ideas??



Thoughts? 
Questions?

Thank you!


