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How can we help you
teach cyber now and in
the future?
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There are no notes associated with this resource.
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Information Security Research and Education (INSuRE) Hub
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This is the site for the INSURE Hub. This work has been supported in part by the National Science Foundation
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How do I know this is
high quality?
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Is it free?
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Attribute this Object

"SEED Lab - Buffer-Overflow
Attack Lab (Set-UID Version)" by
Kevin Du, SEED Labs is licensed
under CC BY-NC-SA 4.0.



How long will these be
relevant?



Curriculum Development Lifecycle (CDLC)

RELEVANCY

ﬁ ANALYSIS b\
 curmouun CYBER _, CONTENTGAP
. INTEGRATION | LANDSCAPE IDENTIFICATION

CURRICULUM
CURRICULUM DESIGN AND

REVIEW DEVELOPMENT



When's the wedding?
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NCAE-C Curriculum

www.cyberedtaskforce.org

NCAE-C Curriculum

www.cyberedtaskforce.org
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Call for Proposals

Funding curriculum development in
emerging areas of cybersecurity

3 lucky winners will receive a
Starbucks gift card

+ ¢ Scanto enter
* your favorite

free curriculum

NCAE-C Curriculum
Task Force
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