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Through this effort, we put forth an important step towards achieving the compositional safety

O Translate sensor events and actuator commands of each app into a physical execution and security of an loT system's physical behavior

model (PeM) and unify PeMs to express composite physical execution of apps (CPeM).
® Collect device traces to define CPeM’s execution parameters to maximize its fidelity. References
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