Sacred Heart University’s unique Master of Science in cybersecurity program is designed for both students from all majors and working professionals, imparting requisite skills to effectively address the constantly changing threat landscape faced by people, companies and governments today. Sacred Heart’s cybersecurity courses are taught using a hands-on learning approach by subject matter experts with extensive experience from the academic and corporate worlds. A dedicated cybersecurity lab provides a collaborative learning environment to simulate cyber threats, design responses and defense strategies. The lab is used to support education, research training and community outreach in cybersecurity and privacy.

Housed in the Jack Welch College of Business & Technology, the master’s program is offered by the School of Computer Science & Engineering. The seamless integration of two distinct, yet interrelated worlds of business and technology offers students a unique experience to acquire a holistic view of cyberspace from both the technical and managerial sides.

As the second-largest independent Catholic university in New England, and one of the fastest growing in the U.S., Sacred Heart University (SHU) is a national leader in shaping higher education for the 21st century. SHU offers over 100 undergraduate, graduate, doctoral and certificate programs on its Fairfield, CT, campus. The university also has satellites in Connecticut and Ireland and offers online programs.
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