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In Today’s Networked, Distributed, and 
Asynchronous World

cybersecurity involves hardware, 
software, networks, data, people, 
and integration with the physical 
world



Society’s Overwhelming Reliance on this Complex 
Cyberspace has exposed its Fragility and Vulnerabilities

A truly secure cyberspace requires addressing both 
scientific and engineering problems and 
vulnerabilities that arise from human behaviors 

SaTC (Secure and Trustworthy Cyberspace) is NSF’s 
flagship research program that  approaches security 
and privacy as a multidisciplinary subject to find 
fundamentally new ways to design, build and operate 
cyber systems, protect existing infrastructure, and 
motivate and educate individuals about cybersecurity.



SaTC Spans Across Five NSF 
Directorates
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Math and Physical Sciences

EHR
Education and Human 

Resources
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ENG
Engineering
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Social, Behavioral, and 
Economic Sciences



SaTC: Broad Range of Topics in 
Cybersecurity
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additional details on topics can be found in 
the most recent SaTC solicitation



2016 SaTC Core Program: 
154 Awards
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SaTC Core

small
up to $500K over 3 
years

medium
up to $1.2M over 4 
years

large & frontier
large up to $3M over 5 
years; frontier up to 
$10M over 5 years

cybersecurity edu
up to $300K over 2 
years



Small

• “Let a thousand flowers bloom” 

• Small awards for high risk, high reward exploratory efforts, often 
by single principle investigators 

• Approximately 60 projects awarded per year

• Most competitive category and highly prestigious



page
09



page
010



Medium

• Medium awards are multi-investigator efforts in areas of special 
concern where NSF investment can make an impact

• Approximately 20 projects awarded per year
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Large & Frontier

• Large and Frontier awards are the biggest investments in the SaTC
portfolio

• Topic areas where SaTC wants to move the needle

• Approximately 2-3 awards per year
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Education

• Workforce development is a critical issue with a shortage of  1.5 
million professionals in the cybersecurity field by 2020

• Leverage successful results from research in cybersecurity and 
research on student learning to address the challenge of 
expanding existing educational opportunities and resources in 
cybersecurity
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Special Topics

• CRII and early CAREER awards

• Partnerships with industry, such as Intel and STARSS

• International collaborations with Israel, Netherlands, and Brazil

• EAGERs

• Dear Colleague Letters



SaTC-announce 
Mailing List

Announcements relevant to the SaTC program

To subscribe:

Send email to: listserv@listserv.nsf.gov
with message body = “subscribe SaTC-announce” 



NSF CyberCorps®: Scholarship 
for Service (SFS) Program

Goals Eligibility
• Increase the number of 

qualified employees working 
for Federal, State, Local, and 
Tribal governments in 
cybersecurity

• Increase the capacity of US 
education enterprise to 
produce professionals in 
cybersecurity 

• Institution: National 
CAE/IAE designation or 
offers coherent formal 
cybersecurity program

• Student: US citizen or 
Permanent Resident, 
enrolled in cybersecurity 
program (full time)



NSF CyberCorps®: Scholarship 
for Service (SFS) Program

• Full tuition, stipend ($22.5K/$34K per year), and 
fees/insurance/allowance (up to $9K per year), up to 
3 years

• Summer internship, JobFair, post-graduation service 
requirement (work in government positions equal to 
scholarship length)

Benefits



NSF CyberCorps®: Scholarship 
for Service (SFS) Program



NSF CyberCorps®: Scholarship 
for Service (SFS) Program

Capacity Building 
Activities



Advanced Technological 
Education (ATE) Program

• Established by the Scientific and Advanced-Technology Act of 1992
• Focus:  Education of technicians in high-tech fields that drive the 

economy (IT/cybersecurity, biotech, chemical tech, engineering tech, 
manufacturing, etc.)

• Goals:  More technicians, and high-quality technician workforce 
(quantity, quality)

• Community colleges must have leadership role in all grants
• Focus should be on credit-bearing certificate and degree programs, not 

short-term “training”
• Projects should respond to business/industry needs for the workforce
• Partnerships with employers, 4-year colleges and universities, and 

secondary schools are important



Typical Activities in ATE Grants

• Development of materials, labs, courses, curricula, 
programs (degrees and certificates)

• Professional development for faculty
• Transfer agreements with 4-year colleges/universities
• Internships for students
• Mentoring other CCs to develop new programs
• Secondary school curricula and outreach (students, teachers, 

counselors, parents) to recruit students into technician 
careers



Small Grants for Institutions 
New to ATE

• Eligibility:  community college campuses that have 
not had an ATE award within the past 7 years

• Grant size: up to $225,000 over three years



ATE Centers for Cybersecurity 
Education

• National CyberWatch Center
• Prince George’s CC (MD) and partners
• www.nationalcyberwatch.org

• Center for Systems Security & Information Assurance (CSSIA)
• Moraine Valley CC (IL) and partners
• www.cssia.org

• Cyber Security Education Consortium (CSEC)
• University of Tulsa, Oklahoma State U. Institute of Tech., and partners
• cseconline.net/2014/

• CyberWatch West
• Whatcom CC (WA) and partners
• www.cyberwatchwest.org

• Advanced Cyberforensics Education (ACE) Consortium
• Daytona State College (FL) and partners
• www.cyberace.org



Examples of Cybersecurity-related 
ATE Awards

Award 
No.

Project Title Institution PI

1700632 “Effectively Delivering Networking 
and Cybersecurity Education in a 
Rural Environment”

North Arkansas College Craig Cates

1700438 “Development of a Competency-
Based Education Program in 
Cybersecurity”

Lincoln Land CC Frank Marsaglia

1601060 “Cyber Service! Interdisciplinary 
and Experiential Education for 
Cyber Forensics Technicians”

Union County College Elizabeth
Hawthorne

1601595 “The Information Assurance 
Auditing Project”

Moreno Valley College Robert Loya

1501195 “Integrating Soft/Entrepreneurial 
Skills for Success in Cybersecurity”

Northeast State CC Allan Anderson

1304342 “Cybersecurity Program 
Development”

Santa Fe College Cheryl Calhoun
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