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Introduction/
Background

●Hackathons as Experiential Learning	
●Utilized in cybersecurity education through capture-the-flag (CTF) 
competitions and challenge-based activities.	

●Serve as platforms to bridge educational requirements with industry 
needs.	

● Institutional Constraints	
●Limited course contact hours.	

● Insufficient resources for organizing and supporting events.	
●Challenges in faculty mentoring and project development.	

● Impact on students’ ability to meet industry and workforce requirements.	

●Cybersecurity Workforce Alignment	

●CAE-CD mandates integration of competencies aligned with NICE and 
DCWF frameworks.	

●Frameworks outline tasks, knowledge, and skills but often lack practical 
program alignment.
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About Project

●Experiential Learning as a Solution	
●Hackathons, CTF competitions, and national challenges address competency gaps.	

●These activities provide hands-on experience but face logistical and institutional 
barriers.	

●Proposed Hackathon Framework	

●Based on the Essential Elements (ABCDE) model (Nestler & Fowler, 2023).	

● Implemented in a community college setting.	

●Three-day format fostering collaboration between academia and industry.	

● Industry Collaboration & Coaching	
●Active participation from industry professionals.	

●Work-based learning opportunities, including mentoring, cooperative work 
experiences, and service learning.	

● Integration of Adversarial Thinking	
●Enhances the educational impact of hackathons.	

●Addresses dynamic cybersecurity education needs.
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• Borderplex Region: Serves 2.5M people, the 
largest bilingual & binational workforce.	

• HSI: 85%+ Hispanic students (EPCC 2020).	
• Location: Near Fort Bliss, White Sands, 500 
miles from Dallas & Houston.	

• Education: 18 Dual Credit, 18 ECHS, 19 P-TECH 
programs.	

• STEM: 2+2 MOU, including Computer Science.	
• Cybersecurity: NCAE-CD (2024–2029), DHS & 
NSA recognized.	

• Strategy: Cyber Strategy (2018), adversarial 
thinking curriculum.	

• NSF Grant: NSF DUE-2300378, expanding 
cybersecurity through Adversarial Thinking in 
El Paso, Cd. Juarez, & Las Cruces.

26 Institutions in Texas
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Work-roles in 
El Paso TX

Work-role: Cyber Defense Forensics Analyst. Competency Statement: As a graduate with an AAS in 
Cybersecurity, demonstrate the ability to use data from various cyber defense tools to analyze events and 
mitigate threats. This role includes leveraging scripts to operationalize data, supporting SCADA system 
components in contested environments, and analyzing threat information from multiple sources. 
Additionally, analyze digital evidence and investigate computer security incidents to derive useful 
information for system and network vulnerability mitigation.
Work-role: All-Source Analyst. Competency Statement: As a graduate with an AAS in Cybersecurity, 
demonstrate the ability to use data from various cyber defense tools to analyze events and mitigate threats. 
This role includes supporting SCADA system components in contested environments and analyzing threat 
information from multiple sources to draw insights and understand implications.
Work-role: Cyber Defense Analyst. Competency Statement: As a graduate with an AAS in 
Cybersecurity from a two-year college, demonstrate the ability to use data collected from various cyber 
defense tools (e.g., IDS alerts, firewalls, network traffic logs) to analyze events within their environment to 
mitigate threats. This role includes analyzing and reporting system and organizational security posture 
trends, and isolating and removing malware in a contested environment.
Work-role: Cyber Defense Infrastructure Support. Competency Statement: As a graduate with an AAS 
in Cybersecurity, demonstrate the ability to assess and respond to risks, cyber defense threats, and 
security design principles affecting information systems. This includes testing, implementing, deploying, 
maintaining, reviewing, and administering infrastructure hardware and software for network defense. 
Additionally, possess the skills to monitor networks and actively remediate unauthorized activities to ensure 
continuous protection of information systems.
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Workforce 
+ 

Education 
= 

Experiential 
Learning
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Day 1: Industry Nights: 	
64 industry members	
Private and Public Sector 	
Army and other agencies
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November 22nd, 2024Villages

Secure Code

Adversarial Thinking

Datathon	

Hack th Turing	Phishing	

CTF	
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Villages

Hack the Border Video

hacktheborder.org

Total Participants: 	
107 (Friday, 22nd)	

Teams Presenting Artifacts: 	
17 teams (60 
participants) (Saturday, 
23rd)	

Attendees by Institution:	
EPCC: 73	
UTEP: 6	
High Schools: 28
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