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Wright State University

• Two campus

o Main Campus, Dayton, Ohio

o Lake Campus, Celina, Ohio

• Total Enrollment as of Sep. 23

o 11,036

Dept. Of Comp. Sci. and Eng.

• Undergraduate (B.S.)

o CS, CE, and IT & Cyber

• Graduate (M.S.)

o CS, CE, Cyber Security, Cyber 

Security with Cyber Defense 

Concentration, and Data Science

• Graduate (Ph.D.)

o CSE
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Active Collaboration with CAE Institutions2024 CAE Community Symposium



• Cyber Network Security

• Host Computer Security

• Information Security

• Security Attacks and Defenses

• Reverse Engineering and Program Analysis

• Trustworthy Machine Learning

All are offered in the flexible mode (i.e., with an built-in online mode)
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Challenges for Online Cyber Education

Variety and Heterogeneity of 
Experiment Environments

Collaboratively editing, 
commenting, and debugging

Context Switching and Cross-
Referencing
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Our Solutions

• Building cyber security labs, when applicable, using 

Google Colab.

oExecutable Python Code

oRich Text (image, html, and latex)

oOnline Collaboration (sharing, commenting, and chatting)
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An Example Sharing

Commenting

Text

Code
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Facilitating Online Cyber Education

Zero-Deployment Efforts – 
Everything is inside your 
browser.

Synchronous and Asynchronous 
Online Collaboration – 
Collaboratively developing and 
editing using Google's platform.

Text, comments, and code are all 
in one place – An interactive 
programming notebook
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Setting Up Cyber Security Labs in Colab

• Create a new notebook

• Install required packages

• Write your demo/lab/project description and code samples/skeletons.

• You may want to download datasets automatically from a public 

repository instead of asking students to upload them manually. 
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Our Colab-based In-Browser Labs

• Network Security

• Trustworthy Machine Learning

• Reverse Engineering and Program Analysis
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Network Security

• Packet Parsing

• Network Traffic Analysis and Visualization

• Traceroute Visualization

• Cryptography
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Network Traffic Analysis and Visualization2024 CAE Community Symposium



Trustworthy Machine Learning

• Gradient-Based Adversarial Attacks and Defenses

• Backdoor Attacks and Defenses

• Adversary Reprogramming

• Membership Inference Attacks and Defenses

• Etc.
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Reverse Engineering and Program Analysis

• Decompiling

• Binary Emulation

• Taint Analysis

• Symbolic Execution

• Vulnerability Detection
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Access to Our In-Browser Lab Samples

• Follow my GitHub account – jzhang369 

• or 

https://github.com/jzhang369/cybersecuritylabs/tree/main

• or send me an email at junjie.zhang@wright.edu
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Thank You!

junjie.zhang@wright.edu
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